**Hệ thống quản lý sản xuất**

**Tài liệu security**

**2020年　7月 (初版発行)**

はじめに

本仕様書は、ケービーソフトウェア（株）のパッケージソフトである 『生産管理システム』のセキュリティの仕様について纏めたものである。
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# Chính sách SQL injection

## sử dụng query builder

* Do có cơ thế bind tự động, nên sẽ sử dụng query builder của Laravel
* Do method row, method whereRow không được bind nên không được sử dụng

→　Trường hợp cần phải sử dụng thì phải có sự cho phép của project leader bên KBS

　　　（giả sử là method whereRow、thì có thể bind giá trị 1 cách an toàn bằng param thứ 2）

## DB error message

* Không hiển thị nguyên DB error message vào browser

# Chính sách OS Command injection

## các điểm cần chú ý khi sử dụng OS command

* Trường hợp sử dụng các hàm số có khả năng gây nguy hiểm như （「exec」「system」「passthru」「proc\_open」「shell\_exec」「popen」）thì không sử dụng các giá trị mà user input để làm param

# Chưa check path name parameter/directory traversal

## xử lý file name trong web server

* Không set trực tiếp file name bằng Hidden và Request parameter
* Không set file name trên URL
* Khi mở file thì chỉ định directory cố định, trường hợp file name được chỉ định động thì phải check xem có bao gồm directory name không

# không chuẩn bị quản lý session

## sessionID

* làm sessionID trở nên khó đoán。（không tự tạo sessionID）
* không lưu trữ sessionID ở URL param (lưu trữ ở cookie)

Thay đổi SESSION\_DRIVER của file .env của Laravel thành cookie

* Để đề phòng thì cần xác nhận setting php.ini như sau

　　　　　session.sid\_length = 32

　　　　　session.use\_cookies = 1

　　　　　session.use\_only\_cookies = 1

## Phát hành lại sessionID

* sau khi login thành công thì thực hiện phát hành lại sessionID (sử dụng method regenerate của Laravel)

# Cross-site scripting

## Xử lý escape

* Sử dụng chức năng xử lý escape của Laravel (gói element bằng {{}}), xử lý escape với toàn bộ element xuất ra

## HTML tag

* Trường hợp xuất HTML tag, phải đảm bảo giá trị thuộc tính được để trong dấu ngoặc kép 「“」

## <script> element

* Không tự động tạo nội dung element <script></script>

## Set code ký tự

* Thực hiện set code ký tự （charset）cho field Content-Type của HTTP Response header

Xử lý bằng Laravel middleware。

## Hiển thị message

* không sử dụng giá trị nhập của user vào window.alert、confirm

# Cross-site request forgery

## xác nhận dựa trên khớp thông tin bí mật

* Khi gửi request trong form tag của Laravel view, thì ghi 「@csrf」

※POST、PUT、DELETE request làm đối tượng（nếu không ghi sẽ báo lỗi）

# HTTP Header injection

## Sử dụng hàm header

* Không xuất trực tiếp HTTP Response header、mà sử dụng hàm 「header」。

# Mail header injection

## Ngoài đối tượng

* do không dự định sử dụng mail nên để làm ngoài đối tượng (trường hợp sử dụng sẽ mô tả ở đây)

# Click jacking

## X-Frame-Options header field

* Xuất X-Frame-Options header filed vào HTTP response header

Xử lý bằng Laravel Middleware。

* Trường hợp cần sử dụng iframe、set 「SAMEORIGIN」。

# Buffer overflow

## Ngoài đối tượng

* Do PHPkhông thể thao tác trực tiếp memory nên để làm ngoài đối tượng。

# アクセス制御や認可制御の欠落 thiếu kiểm soát tiếp cận và kiểm soát

## login

* sử dụng userID khi login Windows、để làm single sign-on。

## quyền tiếp cận

* trong user ID khi login Windows、điều tra user master、giới hạn các chức năng có thể sử dụng。
* Trường hợp hiển thị màn mà user không có quyền hiển thị thì sẽ trở về màn top menu
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